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Free Speech and Content in Cyberspace


Free speech on the Internet has evolved into a very controversial topic over the past few years.  Some people contend that almost any form of expression should be allowed on the Internet, since the people of the United States are guaranteed free speech by the first amendment of the Constitution.  Others insist that some forms of expression should not be allowed, since the material may be potentially harmful to others.  I agree that free speech should exist on the Internet as long as the material is not hurtful to others.  I do not believe that the government should regulate content on the World Wide Web, but people who access the Internet should take appropriate steps to protect themselves.  The right to free speech has been highly debated in the areas of unsolicited electronic mail, hate speech, indecent material, and the actions taken by government to regulate free speech.


The first amendment was designed by our forefathers so that all people would have a right to express themselves freely.  In the Bill of Rights, the first amendment states that, “Congress shall make no law respecting an establishment of religion, or prohibiting the free exercise thereof; or abridging the freedom of speech, or of the press; or the right of the people peaceably to assemble, and to petition the government for a redress of grievances” (Faragher A-7).  I defend the fact that this concept should be extended to the Internet for United States citizens. 


People should not be hassled with the bombardment of unsolicited electronic mail.  Internet citizens should only receive electronic mail from businesses only upon their request.  Also, one should have the right not be removed from a mailing list at any time upon request.  With the use of electronic mail, lawbreakers can more easily pilfer money from unsuspecting victims.  They are able to accomplish this since the cost of sending bulk mail on the Internet is much less than conventional mail, they have the ability to send a massive number of messages within seconds, and they have increased anonymity on the Internet.  Internet users must take an initiative to defend themselves from such attacks.  They should give their e-mail address to only trusted people and organizations.  Businesses can also reach many consumers by sending ‘spam’ mail to promote their products or services.  I believe that companies should only send advertisements to those people who request it.  While ‘spam’ mail can be annoying to some, it should not be considered illegal, unless it is utterly obsessive.  The government should only intervene in bulk e-mail cases when the mail is of criminal nature.  If the bulk mail is obviously taking advantage of innocent people or contains illegal content, the appropriate authorities should make the offender pay the necessary price.  Otherwise, the receiver of the mail should responsibly dispose of the unwanted mail.  Although, mail bombs (sending numerous messages to one person) and computer viruses should be illegal, since these techniques basically vandalize the person’s computer and clearly have no beneficial value to the computer owner.  Vandalization of a person’s property is simply not tolerable.  Vandals on the Internet should be prosecuted no differently than one who vandalizes property in the mundane world.  Although inefficient, the only full-proof method to avoiding bulk e-mail and any attacks from cyber criminals is by not using the Internet at all.


Indecent material should be allowed on the Internet as long as the material is not illegal.  I believe that the federal and local laws, which govern the area containing Internet service provider, should determine what content is legal for the area.  Internet users must act intelligently to decide on their own will whether or not to visit indecent sites.  Parents should teach their children to beware of the dangers present on the Internet.  Parents should periodically monitor their children’s Internet usage, and if the children abuse their Internet usage privilege, then the parents should ban their children from accessing the Internet.  I do not believe that children should have the right to access all content on the Internet.  As discussed in lecture, the government must first stop the transmission of all illegal obscene material.  Then following steps may be taken to obstruct indecent material from inappropriate users.  In most communities, indecent material is considered to be unacceptable in public places.  If one chooses to access the material over the Internet, they should have the right to do so if they keep the material private.  Although, people should not be able to access the indecent material in public places such as a library.  Libraries have the right to choose which books they carry, so they should also have the right to choose which web sites they allow to be visited on their computers.  While indecent material may be distributed on the Internet as permitted by the first amendment, obscene material may not be distributed in any form (Drucker 185).  I disagree with the research performed by Donnerstein, Wilson, and Linta in 1992, which supposedly proves that there is no reasonable evidence to show that any harmful effects result from exposure to indecent material (Drucker185).  Pornography influences children to believe that people should just be viewed as objects, with no personality or feelings.  The most effective action adults can take to prevent their children from viewing this material is to talk to them and let them know why they should not view this kind of material.  Unlike what many people want to believe, children actually do listen to what their parents have to say.


Any group should be able to express their views on the Internet, provided that the material does not place a person or group in danger.  A web site should not physically or mentally threaten a person or group.  Physical threats can be threats to a person’s life or well being.  Mental threats would include racial slurs, sexist remarks, discriminatory language or any other defamatory speech against a person or group.  The reasoning for these hostile groups to use the Internet is that they can spread their radical propaganda to a greater number of people.  Some Internet service providers have begun censoring messages posted on their systems due to the fear of being held responsible for their user’s comments (Drucker 311).  For example, Prodigy had hired system operators who would screen all messages before they were posted to a message boards (Drucker 312).  In the 1971 case Cohen v. California, a court ruled that a ban cannot be placed on speech only because the material is considered to be offensive by some people (Drucker 188).  I agree with the decision of the court, because all people should have the right to express themselves in the form of electronic communication.  Instead of trying to ban forms of hateful speech on the Internet, people should merely ignore the views expressed on the Internet.  I do not blame teenage violence on the people who publish hate speech on the Internet, but instead I believe that it is the parent’s fault for allowing their children to view such sites.


The government has taken some measures to regulate free speech on the Internet.  The Communications Decency Act was introduced in 1996, which laid harsh penalties upon those who were cognizant of distributing indecent material to minors.  In my opinion, this act was a great idea, but there was no possible way to for an offender to know if any of the people accessing the material were under the legal age.  The CDA was declared unconstitutional by federal judges, since it violated adult’s rights to view the objectionable material.  The CDA II soon followed in 1998, which made all offensive Web sites require some form of identification from users before allowing entrance to their site.  An injunction was placed on this act, since it could also prevent adults from their right of accessing indecent material.  The federal government has now refrained from the issue by letting local communities determine how to allow access to indecent material.  Again, I hold the belief that parents should regulate the material that their children see on the Internet.  Authoritative action should be taken against the parents if they are unable to properly tend to their children.


The most effective method of remaining safe on the Internet is to take the initiative to protect oneself and one’s family.  People can protect themselves by using educating themselves of the dangers that lie on the Internet.

Levi D. Smith
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